靜宜大學虛擬主機服務申請表

申請日期： 年 月 日

|  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- |
| 申請單位 |  | | | 申請人 | |  | |
| 分機 |  | | | email | |  | |
| 起始日期 | 年 月 日 | | | 終止日期 | | 年 月 日 | |
| 申請虛擬主機  用途說明 | **□已詳閱靜宜大學虛擬主機服務管理要點及本表單之注意事項。** | | | | | | |
| 虛擬主機  相關軟硬體說明  (必填) | 基本  規格 | CPU | RAM | | HDD | | 費用 |
| 1 vCPU | 2GB | | 70GB | | 15,000 |
| 加購  選項 | CPU | RAM | | HDD | | 每機上限 |
| 1,000元/1vCPU | 1,000元/1GB | | 1,000元/10GB | | CPU:4vCPU RAM:4GB HDD:100GB |
| 硬體資源需求：\_\_\_\_vCPU，\_\_\_\_RAM，\_\_\_\_GB HDD  作業系統：□ Windows \_\_\_\_\_□ Linux \_\_\_\_\_□ 其他 \_\_\_\_\_\_\_\_\_\_\_  應用系統：□ Apache □ IIS □ PHP □ 其他 \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  DB：□ MSSQL □ MySQL □ 其他 \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  校內連絡人員：\_\_\_\_\_\_\_\_\_\_\_\_\_, 連絡方式：\_\_\_\_\_\_\_\_\_\_\_\_\_  校外維護廠商：\_\_\_\_\_\_\_\_\_\_\_\_\_, 連絡方式：\_\_\_\_\_\_\_\_\_\_\_\_\_  維護到期日：\_\_\_\_\_\_\_\_\_\_\_\_\_(如請廠商進行維護，請填寫廠商維護到期日) | | | | | | |
| 申請單位主管簽章 |  | | | | | | |
| 虛擬主機系統資訊  (由計通中心填寫) | 作業系統：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  應用系統：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_, DB：\_\_\_\_\_\_\_\_\_\_\_\_\_\_  主機開啟服務port：  虛擬主機IP：  其他： | | | | | | |
| 防火牆進出規則說明  (由計通中心填寫) |  | | | | | | |
| 備註 |  | | | | | | |
| 辦理人： 組長： | | | | | | | |

**靜宜大學虛擬主機申請注意事項**

* 虛擬主機之申請資源配置，由本中心視實際使用狀況進行配置，租用單位如對系統資源有特殊需求，請於用途說明欄位填寫說明。
* 租用單位申請虛擬主機時，相關作業系統及應用系統版本應符合下列需求：
  + Windwos 2008 及 IIS 7以上之版本。
  + Centos5.7 、Apache 2.2、PHP5.0及MySQL 5.0以上之版本。
  + 其他作業系統及應用系統需經計通中心審核通過。
* 本中心可協助預先安裝開放原始碼作業系統或全校授權軟體；其他商用之作業系統需由租用單位自行購買；虛擬主機服務上線前須請廠商進行主機弱點掃描，且主機弱點掃描報告不得有高風險之警示；及提供無障礙網頁檢測之報告。
* 租用單位須以SSH或遠端桌面連線至虛擬主機進行維護，如需由console進行維護，請與中心虛擬主機系統管理員連絡。
* 租用單位應自行定期備份各單位之資料，及妥善管理帳號及密碼；本中心不代為處理虛擬主機上的應用系統設定、修改及資料備份。
* 本中心年度進行資訊安全檢查時，若有需要租用單位配合補強之處，租用單位應予配合。
* 本服務租借之申請，以一年一簽為原則，期滿須於7月底前辨理續約。
* 租用單位於本服務上散布或擷取之各項資料與程式，所涉及之各項法律責任均由租用單位自行負責，本中心有權暫停或終止服務，租用單位不得異議。
* 各虛擬主機之管理人員須自行維護所提供之內容，並遵守「**靜宜大學資訊安全暨個人資料保護管理辦法**」、「**靜宜大學校園網路使用規範**」及「**教育部校園網路使用規範**」之相關規定，租用單位須定期派員參加資訊安全相關會議。
* 租用單位網站若如有發生下列事件，本中心有權於第一時間做斷線處理，並通知使用租用單位聯絡人。若不積極改善者，本中心將逕行暫停本服務。
  + 影響他人使用或影響主機系統之正常運作。
  + 發生資安事件或網頁程式漏洞造成系統安全疑慮者。
  + 疑有非法入侵網際網路上其他系統之意圖與行為。
  + 以任何方式發送大量郵件或封包致影響其他服務正常運作者。
* 本注意事項將依本校相關法規、現行作業系統及應用系統版本更新而有所修正，並將更新於計通中心網頁。